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Overview: Visa is reminding acquirers and their merchants of the upcoming global requirement for sending 
purchase return authorization messages and providing best practices.  

 
As announced in the 6 June 2019 edition of the Visa Business News, effective 18 
April 2020, all merchants1 globally must send credit voucher / merchandise return 
authorization messages to VisaNet, and issuers globally may initiate Visa Claims 
Resolution (VCR) “No Authorization” disputes on credit transactions.   
 

1 Optional for airlines and mass transit merchants 

 
General Best Practices for Merchants and Acquirers 
 
Acquirers and merchants should follow the below best practices for sending 
purchase return authorization messages: 
 
• The primary account number (PAN) and expiration date are the minimum mandatory data requirements for 

supporting the authorization request for purchase return transactions. It is a good practice to either have the 
cardholder re-present the card or confirm that the information on file is still up-to-date to avoid a decline due 
to account reissue.   

• Clients that participate in Visa Account Updater (VAU) should include accounts to be refunded in their VAU 
inquiry batch file. 

• Merchants and acquirers should use the POS entry mode that corresponds to the type of merchandise return 
transaction. If the credential for return is captured with a different method than the original purchase, the POS 
entry mode from the original purchase should not be retained. For example, in the scenario where the card is 
not swiped / dipped, or the device is not tapped, a POS entry mode of 01 / key entered is recommended to 
ensure the PAN and expiration date are sent to the issuer.   

• Any authentication or cryptographic data from the original purchase should not be retained, recalled or 
replayed in the purchase return authorization messages as this may be seen as a fraudulent use of the original 
transaction data and may cause the authorization request to be declined.  

• Response codes of 00 (approval) or 85 (no reason to decline) must be actioned as an approval response. 

Mark Your Calendar: 
18 April 2020 
 

• All merchants globally 
must send purchase return 
authorization messages  

• Issuers may initiate Visa 
Claims Resolution “No 
Authorization” disputes 
on credit transactions  
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• A merchant may process the refund onto a different (alternate) Visa account under the following 
circumstances: 

o The original account is no longer available or valid (for example, the original card has been replaced due 
to expiration or being reported lost or stolen, or was a Visa prepaid card that has since been discarded). 

o The authorization request for the refund transaction was declined by the issuer. 

 

Merchants and third party agents should contact their acquirer. 
 
© Visa. All Rights Reserved. 

 
  





Accessibility Report





		Filename: 

		AI09697.pdf









		Report created by: 

		



		Organization: 

		







[Enter personal and organization information through the Preferences > Identity dialog.]



Summary



The checker found no problems in this document.





		Needs manual check: 0



		Passed manually: 2



		Failed manually: 0



		Skipped: 1



		Passed: 29



		Failed: 0







Detailed Report





		Document





		Rule Name		Status		Description



		Accessibility permission flag		Passed		Accessibility permission flag must be set



		Image-only PDF		Passed		Document is not image-only PDF



		Tagged PDF		Passed		Document is tagged PDF



		Logical Reading Order		Passed manually		Document structure provides a logical reading order



		Primary language		Passed		Text language is specified



		Title		Passed		Document title is showing in title bar



		Bookmarks		Passed		Bookmarks are present in large documents



		Color contrast		Passed manually		Document has appropriate color contrast



		Page Content





		Rule Name		Status		Description



		Tagged content		Passed		All page content is tagged



		Tagged annotations		Passed		All annotations are tagged



		Tab order		Passed		Tab order is consistent with structure order



		Character encoding		Passed		Reliable character encoding is provided



		Tagged multimedia		Passed		All multimedia objects are tagged



		Screen flicker		Passed		Page will not cause screen flicker



		Scripts		Passed		No inaccessible scripts



		Timed responses		Passed		Page does not require timed responses



		Navigation links		Passed		Navigation links are not repetitive



		Forms





		Rule Name		Status		Description



		Tagged form fields		Passed		All form fields are tagged



		Field descriptions		Passed		All form fields have description



		Alternate Text





		Rule Name		Status		Description



		Figures alternate text		Passed		Figures require alternate text



		Nested alternate text		Passed		Alternate text that will never be read



		Associated with content		Passed		Alternate text must be associated with some content



		Hides annotation		Passed		Alternate text should not hide annotation



		Other elements alternate text		Passed		Other elements that require alternate text



		Tables





		Rule Name		Status		Description



		Rows		Passed		TR must be a child of Table, THead, TBody, or TFoot



		TH and TD		Passed		TH and TD must be children of TR



		Headers		Passed		Tables should have headers



		Regularity		Passed		Tables must contain the same number of columns in each row and rows in each column



		Summary		Skipped		Tables must have a summary



		Lists





		Rule Name		Status		Description



		List items		Passed		LI must be a child of L



		Lbl and LBody		Passed		Lbl and LBody must be children of LI



		Headings





		Rule Name		Status		Description



		Appropriate nesting		Passed		Appropriate nesting










Back to Top

